NOWALSKY, BRONSTON & GOTHARD
A Professional Limited Liability Company

Attorneys at Law
Leon L. Nowalsky 1420 Veterans Memorial Bivd. Philip R. Adams, Jr.
Benjamin W. Bronston Metairie, Louisiana 70005 _
Edward P. Gothard , Telephone: (504) 832-1984

Facsimile: (504) 831-0892

February 11, 2010
Via ECFS
Marlene H. Dortch, Secretary
Federal Communications Commission
9300 East Hampton Drive
Capitol Heights, MD 20743
RE:  Annual Customer Proprietary Network Information Compliance
Certification
EB Docket No. 06-36
Dear Ms. Dortch:
Please find attached the Annual Customer Proprietary Network Information (“CPNI”)
Compliance Certification for AccessCom, Inc. Please feel free to call me if you have any
questions regarding this filing.
Sincerely,
Leon L. Nowalsky
" LLN/cp
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' STATEMENT OF POILICY 1IN TREATMENT OF |
CUSTOMER PROPRIETARY NETWORK INFORMATION

Tt is AccessCom, Inc.’s (“AccessCom’’} policy not 10 use CPNI for any activity other than

permitted by Jaw. sAny disclosure of CPNI to other parties (such as affiliates, vendors,

-and agents) occurs only if it is necessary to conduct a legitimate tusiness activity related

w the services already provided by the compsny to the customer. If the Company is not
required by law to cixsclose the CPNI or if the irgdended use does not fall within one of the

-carve outs, the Company will first obtain the custormer’s consent prior to using CPNL

AccessCom follows industry-standard practicss to prevent unauthorized access to CPNI

by a person other that the subscriber or AccessCom. However, AccessCom cannot

guarantee that these practices'will prevent every unauthorized attempt o access, use, or
disclose persona!iy identifiable information. Therefore:

A Ifan unauﬂmnzed disclosure were to occur, AccessCom shaii provide notification
of the breach within seven (7) days to e United States Secret Service (| USSS™)
and the Federal Bureau of Investigation (* FBP: -

.

B ACC@SSCOHZ >ha11 waii. an additional seven (7) days from its govemment m}tlce

prior to notlfvmg thie afte.cted customers Gf the breach.

C. Natwﬂhstandmg the provisions in subparagraph B above; AccessCom shall not
wait the alddmona} seven (7) days to notify.its customers if AccessCom
détermines there is an-immediate risk of: 1rrs=parctble barm o the customers.

D. AccessCom shall maintain records of &scovered breaches for a period of at least
two (2) years.

All emplovees will be trained as to when they are, and are not, du‘ihorlzed to use CPNI

upan employment with the (‘cvmpanj, and anmually then,aﬁez

A Sper:lﬁcally, AccessCom shall prohibit its personnel from releasmg CPNI based
upon a customer-initiated telephone call excep‘i under the foﬁowmg three (3)

cxrcum,stances
1. When. the custormer has.pre-esmbl;ished apassword.
2. 'When the information 1equesfed by the customer is'to be sent to the

- customner’s address of record, or
3. Wheén f&.ccessCom'caB.s the customer’s telephone number of record and

- . discusses the information with the party initially ideatified by customer
~ wwhen service was initiated. - : V
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B. AccessCo may use CPNI for the fel}owing‘pu,rposés:

e To mmaie, rendf:r, maintain, repair, bill and collect for services;

» To protect its property rights; or to pm-tect its subsrnbers or other carriers
- fromn fraudulent, abusive , or the unlawiul use of, or subscription to, such

- services; :

e To provide inbound te!emarketmg, referral or adxmmstahve services to
* the customer during a customer mltlat,ed call and with the customer’s
- informed consent. :

e To pnarket pdditional services to ou::ﬁomer:, thad are within the same

categories of service to which tue customer already subscribes;

s -To market services formerly .knoxm,a‘s' adjunci-to-basic services; and

». ‘To:market additional services to customers with the receipt of informed

consent via the use of opt-in or opt-out, as applicable.

4. Prior to allowing dtcess to Customers’ individually identifiable CPNI to AccessCom’s
_joint venturers or independent contractors, ActessCorn will require, in order fo safeguard
that information, their entry into both confidensiality agreements that ensure compliance
with this Statemeit and shall obiain opt-in consent from a customer prior to disclosing
the information. In addition, AccessCom requires all outside Dealers and Agents to
acknowledge and certify that they may only use CPNI for the purpose for which that
mfennatlon has been provzued
3. Aocess{?om réquires express Wwritten zuthorization from the customer prior to dispensing
CPNI to new carriers, except as atherwise required by law.

6. AccessCom 'glbes not market, share or otherwise sell CPNI information to any third party.

7. AccessCom- maintains a record of its own and its affiliates’'sales and marketing
campaigns that uSe AccessCom’s customers’” CPNL  The record will include a
description of each campmgn the specific CPNI that was used in the campaign, and what
products and sérvmes were foered as part of the campaign. '

A Prior. commencement of a sales or marketmg campaign that utilizes CPNI,
AccessCom estabh shes the status of a customer’'s CPNI approval. The following sets
forth the procedure Tollowed by AccessCom,

. Przon; o any solicitation for customer approvai AccessCom will notify
‘customers of their right to restsict, the use of, chsclosure of, and access to
them CPNI.. : :

Accs‘-‘sCom will use opt-in approval for any instance in which AccessCom
, must obtain customer approval prior to usmg, dl:,ciosmg or permitting

access to CPNL

A édstomers approval or dlsapproval remains in effect until the custorner
. revokes or limits such approval or &aapproval ,

Recmds of appmva]a are maintained for at least one year
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¢ ' AcegssCom. provides individual notice to customers when soliciting
approval to use, disclose, or permit access to CPNIL
o “The content of AccessConi’s, CPI\'I notices comp}y vmh FCC rule 64.2008

@

8. AccessCom has implemented a system to obtain approval and informed consent from its
customers prior to the use of CPNI for marketing purposes. This system allows
for the status of a customer’s CPNI approval to be clearly established prior to the
use of CPNL

5. AccessCom has a supervisory review process regarding compliance with the CPNI rules
for outbound marketing situations and will:mairtain compliance records for at [east one
vear. Specifically, AccessCom’s sales personrel will obtain express approval of any
proposed outbound marketing request for custoraer’ approval of the use of CPNI by The
General Counsel of AccessCorr.

10.  AccessCom netifiés customers immediately of any account changes, including address of
record, authentication, online account and passviord related changes.

11, AccessCom" may negotiate zlternative authentlcauon pmcedures for services that
AccessCom provides fo business customers that have a dedicated account representative
. and a contract that specifically addresses AccessCom’s protection of CPNL

12.  AccessCom is preﬁi&red to provide written notice within five business days to the FCC of

any instance where the Optv-iri mechanisms do not werk properly. to such a degree that
consumer's 1nab11rt} to opt—m is more than an anomaly. :
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Annual 47 C.F R. § 64.2010(e) CPNI Cera‘tf;catlon
. E B Docket 83-36 :

Annual 64.2009(¢) CPNI Certificate for 2010

Date Filed: Z{f! { :O._'

Name of company(s) covered by this certification: AccessCom, nc.
Form 499 Filer ID: 823836 |

Name of signatb;ry: Teff Giles.

Title of signatory: President

I, Jeff Glles certify that T am an officer of the company named above and acting
as agent of the company, that 1 have personal kncwiedge that the company has
established operating procedures that are adequate to enSure compliance with the
Commission’s CPNI rules. See 47 CFR. §64.2001 e seq. :

Attached to this certification is an acc onip snying stitement explaining how the
campany’s proceduras ensure the company is in compliance with the requirements set
forth in section 64.2001 ef seq. of the Commission’s rules .

The company hés not taken any actions (proceedings instituted or petitions filed
by any company at either state commissions, the court system, or at the Commission
against date brokers) against data brokers in the past year. The steps the Company has
taken to protect CPNI include updating its CPNI practices and procedures and conducting
new training designed o ensure compliance with the FCC's modified CPNI rules

The company has not received any customer complaints in the past year
concerning the unauthorized Agleass of CPNL




